**（产品名称）**

**软件开发计划书**

**DHF-XXX**

|  |  |  |  |
| --- | --- | --- | --- |
| **职责** | **职能** | **人员** | **签名** |
| **文件编制** |  |  |  |
| **文件审核** |  |  |  |
| **文件审核** |  |  |  |
| **文件审核** |  |  |  |
| **…** |  |  |  |
| **文件批准** |  |  |  |

**版本记录**

| **序号** | **更改日期** | **版本** | **编制人** | **修改说明** |
| --- | --- | --- | --- | --- |
| 01 |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
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# 目的

# 适用范围

# 参考文件

| **序号** | **文件名称** | **文件编号** |
| --- | --- | --- |
|  |  |  |
|  |  |  |

# 术语与缩写

| **序号** | **术语/缩写** | **描述/解释** |
| --- | --- | --- |
|  |  |  |
|  |  |  |

# 软件开发概览

## 软件产品概述

## 软件安全性级别分类

### 软件安全性级别分类依据

### 软件安全性级别分类列表

### 软件风险分析和评估

软件风险管理贯穿整个软件开发周期，遵循（文件编号）《产品风险管理控制程序》的要求，包括议题的提出，分析评估及措施执行。

软件需求分析、设计等阶段对软件系统、软件项及涉及的未知来源软件进行相应的风险分析和评估，且可以根据需要重新对产品需求规范和失效模式与影响分析进行相应的升级。软件系统测试阶段需要回顾，确认软件风险控制措施的执行情况。

## 软件开发标准及方法

### 软件开发标准

### 软件开发方法

软件代码规范遵循公司内部《软件编码规范》文档，嵌入式软件采用 C/C++语言作为主要开发语言，PC应用软件采用C#语言作为主要开发语言

## 软件开发过程

软件生命周期各阶段介绍。

## 软件评审计划

相关评审活动：

1. 需求文档评审
2. 设计文档评审
3. 代码评审
4. 设计验证方案评审
5. 剩余问题评审
6. 软件发布评审

## 软件配置管理

### 人员与职责

| **序号** | **姓名** | **职责** |
| --- | --- | --- |
|  |  |  |
|  |  |  |

### 配置管理工具

| **环境** | **名称** | **规格/型号版本** | **说明** |
| --- | --- | --- | --- |
| 硬件环境 | 配置库服务器 |  |  |
| 操作系统 | 配置库服务器 |  |  |
| 开发服务器 |  |  |
| 数据库服务器 |  |  |
| 开发工具 |  |  |  |
| 测试工具 |  |  |  |
| 配置管理工具 |  |  |  |
| 缺陷管理工具 |  |  |  |
| 未知来源软件 |  |  |  |

### 配置项定义

### 配置基线库

定义将要被建立的基线：

1. 包括基线的内容
2. 基线建立原则及发布时间
3. 基线变更原则
4. 基线库的访问权限

### 软件版本定义

软件版本格式为：X.Y.Z.B

软件完整版本为 X.Y.Z.B，软件发布版本为 X。

X-主版本号，该版本号变更时表示软件有重大增强类软件更新；

Y-辅版本号，轻微增强类软件更新；

Z-修正编号，纠正类软件更新；

B-编译号，构建，

主版本号.辅版本号[.修正编号[.编译号]]。

主版本号：产品重大升级或重要确认，如多种型号的增加，产品涉及的网络安全重大变架构变更。格式：0~99，增量为1。申，

辅版本号：每次的特征升级或应用修正，包括产品涉及的网络安全轻微变更。辅版本号需要做相应调整。格式：0~99，增量为1。

修正编号：用于跟踪漏洞的修复，发行数月后的补丁发布，需要调整此码。格式：0~99，增量为 1。

编译号：内部编译号。

### 软件版本升级方案

例如：

主板本号增加：2.5.6->3.0.0

辅版本号增加：1.00.12.678-> 1.01.00.999

修正号增加：1.0.0.678->1.0.1.999

编译号增加：1.5.0.678->1.5.0.1020

### 软件版本控制

软件开发相关的代码、文档、工具配置文件全部使用VSN进行版本管理。

## 软件开发测试环境及维护

### 软件开发测试工具清单

应当在软件生存周期过程持续提供充分、适宜、有效的软件开发和测试环境，包括软硬件设备、开发测试工具、网络等资源以及病毒防护、数据备份与恢复等保证措施。

### 软件开发测试环境维护

软件开发和测试环境维护方案，确定软件开发和测试环境定期验证、更新升级、病毒防护等活动要求，并保持相关记录。

## 人员与职责

项目组织结构图及人员分工表

# 软件开发计划

## 软件开发计划概述

## 交付件

| **序号** | **文档标题** | **文档编号** |
| --- | --- | --- |
|  |  |  |
|  |  |  |

# 软件需求分析

## 需求分析过程

## 兼容性

## 需求规范评审

## 交付件

| **序号** | **文档标题** | **文档编号** |
| --- | --- | --- |
|  |  |  |
|  |  |  |

# 软件架构设计

## 软件架构设计过程

## 软件架构设计评审

## 交付件

| **序号** | **文档标题** | **文档编号** |
| --- | --- | --- |
|  |  |  |
|  |  |  |

# 软件详细设计

## 软件详细设计过程

## 软件详细设计评审

## 交付件

| **序号** | **文档标题** | **文档编号** |
| --- | --- | --- |
|  |  |  |
|  |  |  |

# 软件单元实现和测试

## 软件单元实现和测试过程

## 软件单元实现相关检查测试任务

### 语法检查

### 代码规范及编译检查

代码编译工具

评审方式

### 关键模块单元测试

## 交付件

| **序号** | **文档标题** | **文档编号** |
| --- | --- | --- |
|  |  |  |
|  |  |  |

# 软件集成和测试

## 软件集成过程

## 软件集成测试

## 交付件

| **序号** | **文档标题** | **文档编号** |
| --- | --- | --- |
|  |  |  |
|  |  |  |

# 软件系统测试

## 测试标准

系统测试阶段测试人员需要至少遵循如下测试标准执行系统测试：

1. 遵循软件系统测试用例原则，严格按照测试用例描述步骤执行测试；
2. 测试用例没有办法覆盖所有可能的情况，测试工程师力求在每个测试用例之外发挥想象进行扩展，以便在有限的操作中覆盖更多的测试可能；
3. 同一测试用例由不同的测试人员在不同样机上的测试结果应一致。

## 软件缺陷处理

软件正式发布前和发布后发现的软件问题需进入软件更改流程并提出报告，软件问题的处理需要依据 （文件编号）《缺陷管理制度》进行处理。

## 交付件

| **序号** | **文档标题** | **文档编号** |
| --- | --- | --- |
|  |  |  |
|  |  |  |

# 软件发布

## 软件发布过程

发布过程需要准备发布日志、发布评审、发布方式、发布后软件位置说明。

## 交付件

| **序号** | **文档标题** | **文档编号** |
| --- | --- | --- |
|  |  |  |
|  |  |  |

# 软件上市后维护阶段

# 软件变更控制

软件正式发布后如果软件存在问题或者需求存在偏差导致需要进行修正软件，应遵循（文件编号）《缺陷管理制度》和 文件编号《变更控制程序》要求。

# 网络安全管理计划

## 网络安全开发管理计划

### 网络安全小组

网络安全开发小组由软件安全技术代表(主导)、项目经理、相关部门专家、服务代表、质量代表、法规代表、IT 共同参与的技术组织，主要有以下职责：

1. 分析和落实公司产品涉及的网络安全法规。
2. 制定和维护公司产品的网络安全策略，选择和变更网络安全技术。
3. 分析 IT 部门发布的网络安全通报。
4. 对产品上市后识别的网络安全事件进行评估，并给出应对措施和计划。
5. 上市后网络安全的主动监测与常规更新。
6. 对网络安全的发展规划提出指导，例如培训。
7. 监控相关策略、标准和任务的推进，完成相关活动。

| **角色** | **姓名** | **职责&权限** |
| --- | --- | --- |
| 软件安全技术代表 |  | 网络安全小组主导人 |
| 项目经理 |  |  |
| XX专家 |  |  |
| XX专家 |  |  |
| 服务代表 |  |  |
| 质量代表 |  | 上市后识别网络安全相关的投诉 |
| 法规代表 |  | 医疗器械网络安全相关的不良事件信息的收集 |
| IT |  | 识别网络安全检测部门发布的网络安全通报  关注各杀毒服务商及产品中现成软件是否停止售后服务 |
|  |  |  |
|  |  |  |
|  |  |  |

### 网络安全活动的评审要求

### 网络安全可接受标准

### 网络安全测试活动

### 上市后信息的收集和评审

## 网络安全维护计划

### 网络安全的维护组织

由网络安全小组负责网络安全的日常维护工作，并成立网络安全应急响应小组。

### 网络安全更新流程

明确日常网络安全的流程，形成网络安全更新的流程图。若适用，建立现成软件网络安全更新维护过程，及时将现成软件网络安全相关信息以及应对措施告知用户。

网络安全小组对识别的信息进行评估，给出评估意见，并给出需要应对的措施和计划，必要时，启用应急响应预案。

基于对网络安全信息的风险评估，应满足以下时限要求：

| **网络安全事件的严重度** | **相应组织和权限** |
| --- | --- |
| 1-无  2-很低  3-低 | 网络安全小组每月定期评估网络安全信息 |
| 4-中 | 网络安全小组应在收到相关信息后72H内响应并给出评估意见 |
| 5-高  6-很高 | 网路安全小组应在收到相关信息后48H内响应并给出评估意见 |

可能采取以下几种类型的措施：

| **类型** | **控制措施类型** | **描述** |
| --- | --- | --- |
| 潜在网络安全风险 | 消减风险 | 通过适当的控制措施降低风险发生的可能性 |
| 规避风险 | 决定不进行引起风险的活动 |
| 接受风险 | 风险值不高或者处理的代价高于风险引起的损失，公司决定接受该风险/剩余风险 |
| 已发生的网络安全事件 | 资产恢复 | 依据具体情况制定资产恢复措施 |

若为已发生的网络安全事件，除风险控制措施外，还应考虑对受损资产的恢复。

若需采取措施，应进一步给出以下信息，并判定是否需要启动应急相应预案：

1. 受到紧急情况影响的范围，如受影响客户、经销商、库存。
2. 潜在的影响或损失。
3. 问题原因。若无法立刻分析到原因，可先解决问题随后再分析事故起因。
4. 被更换的项目(如硬件、软件、固件或支持材料)。
5. 估计恢复正常服务所需的时间。

### 网络安全事件应急响应预案

中等、严重级别：提供网络安全事件应急响应的流程图，并依据图示描述相关活动。

#### 网络安全应急响应小组

网络安全应急响应小组由软件安全技术代表（主导）、服务代表、质量代表、法规代表、IT代表共同参与的领导组织，负责预案的准备、编制和实践。

网络安全应急响应小组联络表

| **角色** | **姓名** | **职责&权限** | **电话号码** | **邮箱地址** | **备用联系人** | | |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **关系** | **姓名** | **电话号码** |
| 软件安全技术代表 |  |  |  |  |  |  |  |
| 服务代表 |  |  |  |  |  |  |  |
| 质量代表 |  |  |  |  |  |  |  |
| 法规代表 |  |  |  |  |  |  |  |
| IT |  |  |  |  |  |  |  |

#### 网络安全事件应急响应流程

提供网络安全事件应急响应的流程图，并依据图示描述相关活动。

### 远程维护流程

若适用，全部级别均应提供远程维护的流程图，并依据图示描述相关活动。

# 文档计划

开发过程中的文档应遵循（文件编号）《文件控制程序》和（文件编号）《软件设计开发管理制度》要求。

| **序号** | **阶段** | **文档标题** | **文档编号** | **期望完成日期** |
| --- | --- | --- | --- | --- |
|
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |